Confidentiality Law & Communicable Disease Control:
Excerpts from HIPAA and North Carolina Law

HIPAA Privacy Rule: Selected Provisions (45 CFR Parts 160 & 164)

The relevant provisions of HIPAA are presented in topical categories, which may not reflect the order in which they
appear in the CFR. Note especially that the definitions are found in three separate sections of the CFR, but are
presented here in alphabetical order for ease of use.

Selected Definitions (45 CFR §§ 160.103, 164.103, 164.501)

Covered entity means:
(1) A health plan.
(2) A health care clearinghouse.
(3) A health care provider who transmits any health information in electronic form in connection with a
transaction covered by this subchapter.

Covered functions means those functions of a covered entity the performance of which makes the entity a health
plan, health care provider, or health care clearinghouse.

Disclosure means the release, transfer, provision of access to, or divulging in any manner of information outside
the entity holding the information.

Health care means care, services, or supplies related to the health of an individual. Health care includes, but is not
limited to, the following:

(1) Preventive, diagnostic, therapeutic, rehabilitative, maintenance, or palliative care, and counseling, service,
assessment, or procedure with respect to the physical or mental condition, or functional status, of an
individual or that affects the structure or function of the body; and

(2) Sale or dispensing of a drug, device, equipment, or other item in accordance with a prescription.

Health care component means a component or combination of components of a hybrid entity designated by the
hybrid entity in accordance with § 164.105(a)(2)(iii)(D).

Health information means any information, including genetic information, whether oral or recorded in any form or
medium, that:
(1) Is created or received by a health care provider, health plan, public health authority, employer, life
insurer, school or university, or health care clearinghouse; and
(2) Relates to the past, present, or future physical or mental health or condition of an individual; the
provision of health care to an individual; or the past, present, or future payment for the provision of
health care to an individual.

Hybrid entity means a single legal entity:
(1) Thatis a covered entity;
(2) Whose business activities include both covered and non-covered functions; and
(3) That designates health care components in accordance with paragraph § 164.105(a)(2)(iii)(D).



Individual means the person who is the subject of protected health information.

Individually identifiable health information is information that is a subset of health information, including
demographic information collected from an individual, and:
(1) Is created or received by a health care provider, health plan, employer, or health care clearinghouse; and
(2) Relates to the past, present, or future physical or mental health or condition of an individual; the
provision of health care to the individual; or the past, present, or future payment for the provision of the
individual; and
(i) That identifies the individual; or
(ii) With respect to which there is a reasonable basis to believe the information can be used to
identify the individual.

Protected health information means individually identifiable health information:
(1) Except as provided in paragraph (2) of this definition, that is:
(i) Transmitted by electronic media;
(ii) Maintained in electronic media; or
(iii) Transmitted or maintained in any other form or medium.
(2) Protected health information excludes individually identifiable health information:

(i) In education records covered by the Family Educational Rights and Privacy Act, as amended, 20
U.S.C. 1232g;
(ii) In records described at 20 U.S.C. 1232g(a)(4)(B)(iv);
(iii) In employment records held by a covered entity in its role as employer; and

(iv) Regarding a person who has been deceased for more than 50 years.

Public health authority means an agency or authority of the United States, a State, a territory, a political
subdivision of a State or territory, or an Indian tribe, or a person or entity acting under a grant of authority from or
contract with such public agency, including the employees or agents of such public agency or its contractors or
persons or entities to whom it has granted authority, that is responsible for public health matters as part of its
official mandate.

Required by law means a mandate contained in law that compels an entity to make a use or disclosure of
protected health information and that is enforceable in a court of law. Required by law includes, but is not limited
to, court orders and court-ordered warrants; subpoenas or summons issued by a court, grand jury, a governmental
or tribal inspector general, or an administrative body authorized to require the production of information; a civil or
an authorized investigative demand; Medicare conditions of participation with respect to health care providers
participating in the program; and statutes or regulations that require the production of information, including
statutes or regulations that require such information if payment is sought under a government program providing
public benefits.

Use means, with respect to individually identifiable health information, the sharing, employment, application,
utilization, examination, or analysis of such information within an entity that maintains such information.



Using and Disclosing Protected Health Information (Generally, Required by Law, Disclosures for Public Health)

§ 164.502. Uses and disclosures of protected health information: General rules
(a) Standard. A covered entity or business associate may not use or disclose protected health information, except
as permitted or required by this subpart or by subpart C of part 160 of this subchapter.
(1) Covered entities: Permitted uses and disclosures. A covered entity is permitted to use or disclose
protected health information as follows:
(i) To the individual;
(ii) For treatment, payment, or health care operations, as permitted by and in compliance with §
164.506;
(iii) Incident to a use or disclosure otherwise permitted or required by this subpart, provided that the
covered entity has complied with the applicable requirements of §§ 164.502(b), 164.514(d), and
164.530(c) with respect to such otherwise permitted or required use or disclosure;
(iv) Except for uses and disclosures prohibited under § 164.502(a)(5)(i), pursuant to and in
compliance with a valid authorization under § 164.508;
(v) Pursuant to an agreement under, or as otherwise permitted by, § 164.510; and
(vi) As permitted by and in compliance with this section, § 164.512, § 164.514(e), (f), or (g).
(2) Covered entities: Required disclosures. A covered entity is required to disclose protected health
information:
(i) To an individual, when requested under, and required by § 164.524 or § 164.528; and
(ii) When required by the Secretary under subpart C of part 160 of this subchapter to investigate or
determine the covered entity’s compliance with this subchapter.

§ 164.512. Uses and disclosures for which an authorization or opportunity to agree or object is not required.

A covered entity may use or disclose protected health information without the written authorization of the
individual, as described in § 164.508, or the opportunity for the individual to agree or object as described in §
164.510, in the situations covered by this section, subject to the applicable requirements of this section. When the
covered entity is required by this section to inform the individual of, or when the individual may agree to, a use or
disclosure permitted by this section, the covered entity’s information and the individual’s agreement may be given
orally.

(a) Standard: Uses and disclosures required by law.

(1) A covered entity may use or disclose protected health information to the extent that such use or
disclosure is required by law and the use or disclosure complies with and is limited to the relevant
requirements of such law.

(2) A covered entity must meet the requirements described in (c), (e), or (f) of this section for uses or
disclosures required by law.

(b) Standard: Uses and disclosures for public health activities.

(1) Permitted uses and disclosures. A covered entity may use or disclose protected health information for the
public health activities and purposes described in this paragraph to:

(i) A public health authority that is authorized by law to collect or receive such information for the
purpose of preventing or controlling disease, injury, or disability, including, but not limited to, the
reporting of disease, injury, vital events such as birth or death, and the conduct of public health
surveillance, public health investigations, and public health interventions; or, at the direction of a
public health authority, to an official of a foreign government agency that is acting in
collaboration with a public health authority;



(ii) A public health authority or other appropriate government authority authorized by law to receive
reports of child abuse or neglect;

(iii) A person subject to the jurisdiction of the Food and Drug Administration (FDA) with respect to an
FDA-regulated product or activity for which that person has responsibility, for the purpose of
activities related to the quality, safety or effectiveness of such FDA-regulated product or activity.
Such purposes include:

(A) To collect or report adverse events (or similar activities with respect to food or
dietary supplements), product defects or problems (including problems with the use or
labeling of a product), or biological product deviations;

(B) To track FDA-regulated products;

(C) To enable product recalls, repairs, or replacement, or lookback (including
locating and notifying individuals who have received products that have been recalled,
withdrawn, or are the subject of lookback); or

(D) To conduct post marketing surveillance;

(iv) A person who may have been exposed to a communicable disease or may otherwise be at risk of
contracting or spreading a disease or condition, if the covered entity or public health authority is
authorized by law to notify such person as necessary in the conduct of a public health
intervention or investigation; or

(v) An employer, about an individual who is a member of the workforce of the employer, if:

(A) The covered entity is a covered health care provider who provides health care
to the individual at the request of the employer:

(1) To conduct an evaluation relating to medical surveillance of the workplace; or
(2) To evaluate whether the individual has a work-related illness or injury;

(B) The protected health information that is disclosed consists of findings
concerning a work-related illness or injury or a workplace-related medical surveillance;

(C) The employer needs such findings in order to comply with its obligations, under
29 CFR parts 1904 through 1928, 30 CFR parts 50 through 90, or under state law having
a similar purpose, to record such illness or injury or to carry out responsibilities for
workplace medical surveillance; and

(D) The covered health care provider provides written notice to the individual that
protected health information relating to the medical surveillance of the workplace and
work-related illnesses and injuries and is disclosed to the employer:

(1) By giving a copy of the notice to the individual at the time the health care is
provided; or

(2) If the health care is provided on the work site of the employer, by posting the
notice in a prominent place at the location where the health care is provided.

(vi) A school, about an individual who is a student or a prospective student of the school, if:

(A) The protected health information that is disclosed is limited to proof of
immunization;

(B) The school is required by State or other law to have such proof of immunization
prior to admitting the individual; and

(C) The covered entity obtains and documents the agreement to the disclosure
from either:

(1) A parent, guardian, or other person acting in loco parentis of the individual, if
the individual is an unemancipated minor, or
(2) The individual, if the individual is an adult or emancipated minor.



(2) Permitted uses. If the covered entity also is a public health authority, the covered entity is permitted to
use protected health information in all cases in which it is permitted to disclose such information for
public health activities under paragraph (b)(1) of this section.

Creating, Using & Disclosing De-ldentified Information

§ 164.502. Uses and disclosures of protected health information: General rules

(d) Standard: Uses and disclosures of de-identified protected health information.

(1) Uses and disclosures to create de-identified information. A covered entity may use protected health
information to create information that is not individually identifiable information or disclose protected
health information only to a business associate for such purpose, whether or not the de-identified
information is to be used by the covered entity.

(2) Uses and disclosures of de-identified information. Health information that meets the standard and
implementation specifications for de-identification under § 164.514(a) and (b) is considered not to be
individually identifiable information, i.e., de-identified. The requirements of this subpart do not apply to
information that has been de-identified in accordance with the applicable requirements of § 164.514,
provided that:

(i) Disclosure of a code or other means of record identification designed to enable coded or
otherwise de-identified information to be re-identified constitutes disclosure of protected health
information; and

(ii) If de-identified information is re-identified, a covered entity may use or disclose such re-
identified information only as permitted or required by this subpart.

§ 164.514. Other requirements relating to uses and disclosures of protected health information.
(a) Standard: De-identification of protected health information. Health information that does not identify an
individual and with respect to which there is no reasonable basis to believe that the information can be used to
identify an individual is not individually identifiable health information.
(b) Implementation specifications: Requirements for de-identification of protected health information. A covered
entity may determine that health information is not individually identifiable health information only if:

(1) A person with appropriate knowledge of and experience with generally accepted statistical and scientific

principles and methods for rendering information not individually identifiable:

(i) Applying such principles and methods, determines that the risk is very small that the information
could be used, alone or in combination with other reasonably available information, by an
anticipated recipient to identify an individual who is a subject of the information; and

(ii) Documents the methods and results of the analysis that justify such determination; or

(2) (i) The following identifiers of the individual or of relatives, employers, or household members of the
individual, are removed:

(A) Names;

(B) All geographic subdivisions smaller than a State, including street address, city,
county, precinct, zip code, and their equivalent geocodes, except for the initial three
digits of a zip code if, according to the current publicly available data from the Bureau of
the Census:



(1) The geographic unit formed by combining all zip codes with the same three
initial digits contains more than 20,000 people; and

(2) The initial three digits of a zip code for all such geographic units containing
20,000 or fewer people is changed to 000.

(C) All elements of dates (except year) for dates directly related to an individual,
including birth dates, admission date, discharge date, date of death; and all ages over 89
and all elements of dates (including year) indicative of such age, except that such ages
and elements may be aggregated into a single category of age 90 or older;

(D) Telephone numbers;

(E) Fax numbers;

(F) Electronic mail addresses;

(G) Social security numbers;

(H) Medical record numbers;

(I)Health plan beneficiary numbers;

(J) Account numbers;

(K) Certificate/license numbers;

(L) Vehicle identifiers and serial numbers, including license plate numbers;
(M) Device identifiers and serial numbers;

(N) Web Universal Resource Locators (URLs);

(0) Internet Protocol (IP) address numbers;

(P) Biometric identifiers, including finger and voice prints;

Q) Full face photographic images and any comparable images; and

(R) Any other unique identifying number, characteristic, or code, except as

permitted by paragraph (c) of this section; and
(ii) The covered entity does not have actual knowledge that the information could be used alone or
in combination with other information to identify an individual who is a subject of the
information.
(c) Implementation specifications: Re-identification. A covered entity may assign a code or other means of record
identification to allow information de-identified under this section to be re-identified by the covered entity,
provided that:
(1) Derivation. The code or other means of record identification is not derived from or related to information
about the individual and is not otherwise capable of being translated so as to identify the individual; and
(2) Security. The covered entity does not use or disclose the code or other means of record identification for
any other purpose, and does not disclose the mechanism for re-identification.

HIPAA Preemption of State Law

§ 160.203. General rule and exceptions

A standard, requirement, or implementation specification adopted under this subchapter that is contrary to a
provision of State law preempts the provision of State law. This general rule applies, except if one or more of the
following conditions is met:

(b) The provision of State law relates to the privacy of individually identifiable health information and is more
stringent than a standard, requirement, or implementation specification adopted under subpart E of part
164 of this subchapter.



(c) The provision of State law, including State procedures established under such law, as applicable, provides
for the reporting of disease or injury, child abuse, birth, or death, or for the conduct of public health
surveillance, investigation, or intervention. ...

Hybrid Entity Designation

§ 164.105. Organizational requirements.
(a)(1) Standard: Health care component. If a covered entity is a hybrid entity, the requirements of this part, other
than the requirements of this section, § 164.314, and § 164.504, apply only to the health care component(s) of the
entity, as specified in this section.
(2) Implementation specifications:
(i) Application of other provisions. In applying a provision of this part, other than the requirements of
this section, § 164.314, and § 164.504, to a hybrid entity:
(A) Areference in such provision to a “covered entity” refers to a health care component of the
covered entity;

”u

(B) A reference in such provision to a “health plan,” “covered health care provider,” or “health care
clearinghouse,” refers to a health care component of the covered entity if such health care
component performs the functions of a health plan, health care provider, or health care
clearinghouse, as applicable;

(C) Areference in such provision to “protected health information” refers to protected health
information that is created or received by or on behalf of the health care component of the
covered entity; and

(D) Areference in such provision to “electronic protected health information” refers to electronic
protected health information that is created, received, maintained, or transmitted by or on
behalf of the health care component of the covered entity.

(ii) Safeguard requirements. The covered entity that is a hybrid entity must ensure that a health care
component of the entity complies with the applicable requirements of this part. In particular, and
without limiting this requirement, such covered entity must ensure that:

(A) Its health care component does not disclose protected health information to another component
of the covered entity in circumstances in which subpart E of this part would prohibit such
disclosure if the health care component and the other component were separate and distinct
legal entities;

(B) Its health care component protects electronic protected health information with respect to
another component of the covered entity to the same extent that it would be required under
subpart C of this part to protect such information if the health care component and the other
component were separate and distinct legal entities;

(C) If a person performs duties for both the health care component in the capacity of a member of
the workforce of such component and for another component of the entity in the same capacity
with respect to that component, such workforce member must not use or disclose protected
health information created or received in the course of or incident to the member’s work for the
health care component in a way prohibited by subpart E of this part.

(iii) Responsibilities of the covered entity. A covered entity that is a hybrid entity has the following
responsibilities:

(A) For purposes of subpart C of part 160 of this subchapter, pertaining to compliance and
enforcement, the covered entity has the responsibility of complying with this part.



(B) The covered entity is responsible for complying with § 164.316(a) and § 164.530(i), pertaining to
the implementation of policies and procedures to ensure compliance with applicable
requirements of this part, including the safeguard requirements in paragraph (a)(2)(ii) of this
section.

(C) The covered entity is responsible for complying with § 164.314 and § 164.504 regarding business
associate arrangements and other organizational requirements.

(D) The covered entity is responsible for designating the components that are part of one or more
health care components of the covered entity and documenting the designation in accordance
with paragraph (c) of this section, provided that, if the covered entity designates one or more
health care components, it must include any component that would meet the definition of a
covered entity or business associate if it were a separate legal entity. Health care component(s)
also may include a component only to the extent that it performs covered functions.

(c)(1). Standard: Documentation. A covered entity must maintain a written or electronic record of a designation as
required by paragraphs (a) or (b) of this section.

(2) Implementation specification: Retention period. A covered entity must retain the documentation as required by
paragraph (c)(1) of this section for 6 years from the date of its creation or the date when it last was in effect,
whichever is later.



North Carolina General Statutes: Selected Sections

Public access to government agency records, generally

§ 132-1. "Public records" defined.

(a) "Public record" or "public records" shall mean all documents, papers, letters, maps, books,
photographs, films, sound recordings, magnetic or other tapes, electronic data-processing records, artifacts, or
other documentary material, regardless of physical form or characteristics, made or received pursuant to law or
ordinance in connection with the transaction of public business by any agency of North Carolina government or its
subdivisions. Agency of North Carolina government or its subdivisions shall mean and include every public office,
public officer or official (State or local, elected or appointed), institution, board, commission, bureau, council,
department, authority or other unit of government of the State or of any county, unit, special district or other
political subdivision of government.

(b) The public records and public information compiled by the agencies of North Carolina government or
its subdivisions are the property of the people. Therefore, it is the policy of this State that the people may obtain
copies of their public records and public information free or at minimal cost unless otherwise specifically provided
by law. As used herein, "minimal cost" shall mean the actual cost of reproducing the public record or public
information. (1935, c. 265, s. 1; 1975, c. 787, s. 1; 1995, c. 388, s. 1.)

Confidentiality of records maintained by local health departments, generally

§ 130A-12. Confidentiality of records.

All records containing privileged patient medical information, information protected under 45 Code of Federal
Regulations Parts 160 and 164, and information collected under the authority of Part 4 of Article 5 of this Chapter
that are in the possession of the Department of Health and Human Services or local health departments shall be
confidential and shall not be public records pursuant to G.S. 132-1. Notwithstanding G.S. 8-53, the information
contained in the records may be disclosed for purposes of treatment, payment, research, or health care operations
to the extent that disclosure is permitted under 45 Code of Federal Regulations §§ 164.506 and 164.512(i). For
purposes of this section, the terms "treatment," "payment," "research," and "health care operations" have the
meanings given those terms in 45 Code of Federal Regulations & 164.501. (1985, c. 470, s. 2; 1991 (Reg. Sess.,
1992), c. 890, s. 9; 1995, c. 428, s. 1.1; 2004-80, s. 4; 2006-255, s. 13.2; 2011-145, s. 13.3(qq); 2011-314, s. 3.)

Confidentiality of individually identifiable information and records regarding communicable disease

§ 130A-143. Confidentiality of records.

All information and records, whether publicly or privately maintained, that identify a person who has AIDS
virus infection or who has or may have a disease or condition required to be reported pursuant to the provisions of
this Article shall be strictly confidential. This information shall not be released or made public except under the
following circumstances:

(1) Release is made of specific medical or epidemiological information for statistical purposes in a
way that no person can be identified;

(2) Release is made of all or part of the medical record with the written consent of the person or
persons identified or their guardian;

(3) Release is made for purposes of treatment, payment, research, or health care operations to
the extent that disclosure is permitted under 45 Code of Federal Regulations §§ 164.506 and
164.512(i). For purposes of this section, the terms "treatment," "payment," "research," and
"health care operations" have the meaning given those terms in 45 Code of Federal
Regulations § 164.501;

(4) Release is necessary to protect the public health and is made as provided by the Commission
in its rules regarding control measures for communicable diseases and conditions;

(5) Release is made pursuant to other provisions of this Article;



(6) Release is made pursuant to subpoena or court order. Upon request of the person identified
in the record, the record shall be reviewed in camera. In the trial, the trial judge may, during
the taking of testimony concerning such information, exclude from the courtroom all
persons except the officers of the court, the parties and those engaged in the trial of the
case;

(7) Release is made by the Department or a local health department to a court or a law
enforcement official for the purpose of enforcing this Article or Article 22 of this Chapter, or
investigating a terrorist incident using nuclear, biological, or chemical agents. A law
enforcement official who receives the information shall not disclose it further, except (i)
when necessary to enforce this Article or Article 22 of this Chapter, or when necessary to
conduct an investigation of a terrorist incident using nuclear, biological, or chemical agents,
or (ii) when the Department or a local health department seeks the assistance of the law
enforcement official in preventing or controlling the spread of the disease or condition and
expressly authorizes the disclosure as necessary for that purpose;

(8) Release is made by the Department or a local health department to another federal, state or
local public health agency for the purpose of preventing or controlling the spread of a
communicable disease or communicable condition;

(9) Release is made by the Department for bona fide research purposes. The Commission shall
adopt rules providing for the use of the information for research purposes;

(10)  Release is made pursuant to G.S. 130A-144(b); or

(11) Release is made pursuant to any other provisions of law that specifically authorize or require
the release of information or records related to AIDS. (1983, c. 891, s. 2; 1987, c. 782, s. 13;
2002-179,s. 7; 2011-314, 5. 4.)

Communicable disease reporting

§ 130A-134. Reportable diseases and conditions.

The Commission shall establish by rule a list of communicable diseases and communicable conditions to be
reported. (1983, c. 891, s. 2; 1987, c. 782, 5. 4.)

§ 130A-135. Physicians to report.

A physician licensed to practice medicine who has reason to suspect that a person about whom the physician
has been consulted professionally has a communicable disease or communicable condition declared by the
Commission to be reported, shall report information required by the Commission to the local health director of the
county or district in which the physician is consulted. The Commission shall declare confirmed HIV infection to be
a reportable communicable condition. (1893, c. 214, s. 11; Rev., s. 3448; 1917, c. 263, s. 7; C.S., s. 7151; 1921, c.
223,s.1;1957,c. 1357,s.1; 1973, c. 476, s. 128; 1983, c. 891, s. 2; 1987, c. 782, 5. 5; 1989, c. 698, s. 3.)

§ 130A-136. School principals and child care operators to report.

A principal of a school and an operator of a child care facility, as defined in G.S. 110-86(3), who has reason to
suspect that a person within the school or child care facility has a communicable disease or communicable
condition declared by the Commission to be reported, shall report information required by the Commission to the
local health director of the county or district in which the school or facility is located. (1979, c. 192, s. 2; 1983, c.
891, s.2; 1987, c. 782, s. 6; 1997-506, s. 46.)

§ 130A-137. Medical facilities may report.

A medical facility, in which there is a patient reasonably suspected of having a communicable disease or
condition declared by the Commission to be reported, may report information specified by the Commission to the
local health director of the county or district in which the facility is located. (1983, c. 891, s. 2; 1987, c. 782, 5. 7.)

§ 130A-138. Operators of restaurants and other food or drink establishments to report.
An operator of a restaurant or other establishment where food or drink is prepared or served for pay, as
defined in G.S. 130A-247(4) and (5), shall report information required by the Commission to the local health
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director of the county or district in which the restaurant or food establishment is located when the operator has
reason to suspect an outbreak of food-borne illness in its customers or employees or when it has reason to suspect
that a food handler at the establishment has a food-borne disease or food-borne condition required by the
Commission to be reported. (1917, c. 263, s. 9; C.S., s. 7153; 1921, c. 223, s. 3; 1957, c. 1357, s. 1; 1973, c. 476, s.
128; 1979, c. 192, s. 3; 1983, c. 891, s. 2; 1987, c. 782, 5. 8.)

§ 130A-139. Persons in charge of laboratories to report.

A person in charge of a laboratory providing diagnostic service in this State shall report information required
by the Commission to a public health agency specified by the Commission when the laboratory makes any of the
following findings:

(1) Sputa, gastric contents, or other specimens which are smear positive for acid fast bacilli or
culture positive for Mycobacterium tuberculosis;

(2) Urethral smears positive for Gram-negative intracellular diplococci or any culture positive for
Neisseria gonorrhoeae;

(3) Positive serological tests for syphilis or positive darkfield examination;

(4) Any other positive test indicative of a communicable disease or communicable condition for
which laboratory reporting is required by the Commission. (1981, c. 81, s. 1; 1983, c. 891, s.
2;1987,c.782,s.9; 2001-28, s. 1.)

§ 130A-140. Local health directors to report.

A local health director shall report to the Department all cases of diseases or conditions or laboratory findings
of residents of the jurisdiction of the local health department which are reported to the local health director
pursuant to this Article. A local health director shall report all other cases and laboratory findings reported
pursuant to this Article to the local health director of the county, district, or authority where the person with the
reportable disease or condition or laboratory finding resides. (1919, c. 206, s. 2; C.S., s. 7192; 1957, c. 1357, s. 1;
1961, c. 753; 1973, c. 476, s. 128; 1983, c. 891, s. 2; 1987, c. 782, s. 10; 1997-502, s. 10.)

§ 130A-141. Form, content and timing of reports.

The Commission shall adopt rules which establish the specific information to be submitted when making a
report required by this Article, time limits for reporting, the form of the reports and to whom reports of laboratory
findings are to be made. (1983, c. 891, s. 2; 1987, c. 782, s. 11.)

§ 130A-141.1. Temporary order to report.

(a) The State Health Director may issue a temporary order requiring health care providers to report
symptoms, diseases, conditions, trends in use of health care services, or other health-related information when
necessary to conduct a public health investigation or surveillance of an illness, condition, or symptoms that may
indicate the existence of a communicable disease or condition that presents a danger to the public health. The
order shall specify which health care providers must report, what information is to be reported, and the period of
time for which reporting is required. The period of time for which reporting is required pursuant to a temporary
order shall not exceed 90 days. The Commission may adopt rules to continue the reporting requirement when
necessary to protect the public health.

(b) For the purposes of this section, the term "health care provider" has the same meaning as that term is
defined in G.S. 130A-476(g). (2004-80, s. 5.)

§ 130A-142. Immunity of persons who report.

A person who makes a report pursuant to the provisions of this Article shall be immune from any civil or
criminal liability that might otherwise be incurred or imposed as a result of making that report. (1983, c. 891, s. 2;
1987, c. 782, 5.12.)
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Communicable disease investigation and control, including public health authority to access records

§ 130A-144. Investigation and control measures.

(a) The local health director shall investigate, as required by the Commission, cases of communicable
diseases and communicable conditions reported to the local health director pursuant to this Article.

(b) Physicians, persons in charge of medical facilities or laboratories, and other persons shall, upon request
and proper identification, permit a local health director or the State Health Director to examine, review, and obtain
a copy of medical or other records in their possession or under their control which the State Health Director or a
local health director determines pertain to the (i) diagnosis, treatment, or prevention of a communicable disease
or communicable condition for a person infected, exposed, or reasonably suspected of being infected or exposed
to such a disease or condition, or (ii) the investigation of a known or reasonably suspected outbreak of a
communicable disease or communicable condition.

(c) A physician or a person in charge of a medical facility or laboratory who permits examination, review or
copying of medical records pursuant to subsection (b) shall be immune from any civil or criminal liability that
otherwise might be incurred or imposed as a result of complying with a request made pursuant to subsection (b).

(d) The attending physician shall give control measures prescribed by the Commission to a patient with a
communicable disease or communicable condition and to patients reasonably suspected of being infected or
exposed to such a disease or condition. The physician shall also give control measures to other individuals as
required by rules adopted by the Commission.

(e) The local health director shall ensure that control measures prescribed by the Commission have been
given to prevent the spread of all reportable communicable diseases or communicable conditions and any other
communicable disease or communicable condition that represents a significant threat to the public health. The
local health department shall provide, at no cost to the patient, the examination and treatment for tuberculosis
disease and infection and for sexually transmitted diseases designated by the Commission.

(f) All persons shall comply with control measures, including submission to examinations and tests,
prescribed by the Commission subject to the limitations of G.S. 130A-148.
(8) The Commission shall adopt rules that prescribe control measures for communicable diseases and

conditions subject to the limitations of G.S. 130A-148. Temporary rules prescribing control measures for
communicable diseases and conditions shall be adopted pursuant to G.S. 150B-13.

(h) Anyone who assists in an inquiry or investigation conducted by the State Health Director for the
purpose of evaluating the risk of transmission of HIV or Hepatitis B from an infected health care worker to
patients, or who serves on an expert panel established by the State Health Director for that purpose, shall be
immune from civil liability that otherwise might be incurred or imposed for any acts or omissions which result from
such assistance or service, provided that the person acts in good faith and the acts or omissions do not amount to
gross negligence, willful or wanton misconduct, or intentional wrongdoing. This qualified immunity does not apply
to acts or omissions which occur with respect to the operation of a motor vehicle. Nothing in this subsection
provides immunity from liability for a violation of G.S. 130A-143. (1893, c. 214, s. 16; Rev., s. 4459; 1909, c. 793, s.
8; C.S., s. 7158; 1957, c. 1357, s. 1; 1973, c. 476, s. 128; 1983, c. 891, s. 2; 1987, c. 782, s. 14; 1991, c. 225, s. 1;
1995, c. 228, s. 1; 2001-28, s. 2; 2004-80, s. 6; 2009-501, s. 2.)
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