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This session is not a primer, nor a march 
through the Rules of Evidence.

We will cover: 
• Evidence Resources
• Getting Your Evidence In
• Objections (Hearsay)
• DV Cases
• Impeachment with Priors
• Google Maps
• Photos
• Videos
• Digital Communications



Evidence Resources
Good Resources as you begin your career:

• Shea Denning- Magic Questions 
• Evidence Foundations – in your materials 

• Jeff Welty- Orange Brochure – “Evidence 
Foundations for Prosecutors”
• Thomas Mauet- Trial Techniques
• Go deeper: Various treatises



Getting Your Evidence In

1. Mark exhibit for ID 
2. Show exhibit to Opposing Counsel
3. “May I Approach the Witness?”
4. Lay Foundation through questions
5. “Your honor, I move to admit Defense Exhibit #1 

into evidence.”

Practice in front of friends and colleagues! 
Visualize in your head!



Making Objections 
(hearsay, confrontation for example)

• “Attuning” your ear
• Documents often contain hearsay. 

Possible objections:
• Rule of Evidence 802 (G.S. 8C-1)
• 6th Amendment- Confrontation
• 14th Amendment- Due Process

• Good to make a habit of 
constitutionalizing your objections 
early in your career!
• Why?



Domestic Violence cases
• Common Issue: Complaining 

Witness not present at trial
• Confrontation
• Are statements testimonial?
• Statement about a past event 

or fact that the declarant would 
reasonably expect to be used 
later in a criminal prosecution 
when made.
• Key: Primary purpose? 

Ongoing emergency when 
statement made?

Think: 911 call / CW’s statement as officers arrive on scene / CW’s statement 
after being separated from D and time has passed



Domestic Violence cases
• What about hearsay protections?
• Remember that Confrontation and 

Hearsay are separate but related 
bases for objection
• Common hearsay exceptions State 

may rely on:
• Present Sense Impression (803(1))
• Excited Utterance (803(2))
• Then Existing Mental, Emotional or 

Physical Condition (803(3))
• Statements for Purposes of 

Medical Diagnosis or Treatment 
(803(4))



Impeachment with Prior Conviction- Rule 609

• “What if any crimes punishable by 60 
days or more have you been convicted 
of in the past 10 years?”
• “Other than Class 3 misdemeanors, 

what if any crimes have you been 
convicted of in the past 10 years?”
• “Weren’t you convicted of felony 

larceny in 2019?”
• Can also ask about sentence received, 

time and place of conviction



Google Maps

• Rule 201- judicially noticed fact 
must be one not subject to 
reasonable dispute
• State courts have overwhelmingly 

found Google Map images 
appropriate for judicial notice
• You don’t need to call Google CEOs
• (but it’s a different question for 

driving times, other app functions)



Authentication Basics

• Authentication is identification
• The proponent must show that “the [evidence] in question is what its 

proponent claims.” N.C. R. Evid. 901
• Authentication is “a special aspect of relevancy”

• Adv. Comm. Note, N.C. R. Evid. 901(a)
• Authentication is a low hurdle

• State v. Ford, 245 N.C. App. 510 (2016) (stating that the “burden to 
authenticate . . . is not high – only a prima facie showing is required”)

• Authentication often comes from:
• Testimony of a “[w]itness with [k]nowledge,” Rule 901(b)(1)
• The “distinctive characteristics” of the evidence or other “circumstances,” 

Rule 901(b)(4).



Two Step Authentication
• (1) Does the exhibit (screen capture, photo, 

video) accurately reflect the communication?
• (2) Is there reason to believe that the 

purported author actually wrote the 
communication?

• “To authenticate [social media] evidence . . . 
there must be circumstantial or direct 
evidence sufficient to conclude a screenshot 
accurately represents the content on the 
website it is claimed to come from and to 
conclude the written statement was made by 
who is claimed to have written it.”
• State v. Clemons, 274 N.C. App. 401 (2020).



Authenticating Photographs

• Illustrative
• Don’t need person who took 

the photo- photo just 
illustrates testimony of witness

• Substantive
• Generally have foundational 

witness who either took the 
photo or is familiar with how 
photo was taken



Surveillance Video



Authenticating Surveillance Video

• Fair and Accurate method (Illustrative)
• Witness was present during the 

recorded events and can testify that the 
footage is a “fair and accurate” 
depiction of what occurred

• Ex. Loss Prevention Officer was actually 
there and saw D steal items at the store

• Silent Witness method (Substantive)
• No live witness
• Footage has been retrieved and there is 

either a chain of custody for the 
footage or some other combination of 
factors that go to authenticity/reliability



Authentication Chart



Authentication Chart



Surveillance Video- Example

• Misdemeanor Larceny trial
• Loss Prevention Officer (LPO) from Walmart is present
• The LPO retrieved the disc from where it was stored 

at the store
• The LPO was not present during the incident 
• A previous LPO (who quit) was the one who burned 

the disc from the system
• Does the surveillance video come in? Why or why not?



Digital Evidence Chart



Memory Tool: “SANDVAT”
• “S” is for “Substance” – how does the substantive content of the digital 

evidence itself tend to authenticate it? 
• Remember, this is appropriate under Rule 104(a)- for preliminary questions such 

as authenticity, the court is not bound by rules of evidence (except for privileges)
• Example: the sender uses the name of a common child and refers to an unusual 

incident

• “A” is for “Account” – information about the account (login, properties, 
pieces of identifying information associated with profile)
• “N” is for “Name” – is there a name or “handle” associated with the 

social media account?
• “D” is for “Device” – who possessed the phone or computer? What can 

we learn from the hardware itself? 



Memory Tool: “SANDVAT”
• “V” is for “Visuals” - what do the photos/videos show on the account?
• “A” is for “Address” – what can we learn from the IP address or physical 

address associated with the evidence?
• “T” is for “Timing” 

• When was the post made?
• What is the overall chronology and how does that line up with events IRL? 

(Example: D was released from prison in Clemons at a particular time and the 
messages started just after)

• “SANDVAT” – remember, this is just a memory tool (not a legal test), 
but it can be a helpful way to think about the paths to authenticate 
digital evidence- both for getting things in and keeping things out.



Authentication Chart



Example of Social 
Media Evidence Issue



Questions?
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Medical Records- DWI cases

• Testimonial?
• Business Record?
• Expertise in analysis?



Mechanics of Receiving Digital Evidence in District Court 
• What happens when moving party tries to get in evidence directly off the phone?

• From General Rules of Practice for the Superior and District Courts:

• Should video evidence be burned onto a new disc? (Initials and date on copy)

• Using Printouts as exhibits


