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Employment often is the magnet that attracts people to enter the United States or to remain in the country unlawfully. In 1986, Congress passed the Immigration Reform and Control Act (IRCA), whose purpose was to prevent unauthorized immigration by requiring employers to hire only lawful workers. It established a two-pronged approach to limit the employment of unauthorized workers: (1) a process for verifying the employment eligibility of all new hires and (2) a program to sanction employers that did not comply with the law.

IRCA applied equally to private and public employers.

Over time, IRCA’s employment-verification process and sanctions program have not proven to significantly deter the employment of unauthorized workers. There is broad agreement that declining enforcement of IRCA and the widespread availability and use of fraudulent documents have largely undermined IRCA’s administration.

In the absence of comprehensive immigration reform, the U.S. Department of Homeland Security (DHS) under President George W. Bush employed a more aggressive approach to the enforcement of immigration laws in the workplace. In particular, DHS adopted broader criminal-enforcement strategies and began conducting large-scale worksite raids, arresting workers and some employers. Also, DHS turned to an electronic program, E-Verify, to screen out unauthorized workers more reliably and to bolster IRCA’s process for verifying employment eligibility. Although many have lauded the program as a tool to curb unauthorized immigration, others have criticized it as error-prone and vulnerable to fraud.

This article reviews past and current law and policy on immigration enforcement in the workplace. It specifically covers the following topics:

- Requirements for verification of employment eligibility, and related penalties, under IRCA
- Efforts to enforce immigration law in the workplace
- Standards, practices, and results of E-Verify
- Requirements and legal effects of the no-match rule

The Immigration Reform and Control Act

IRCA subjects both public and private employers to civil and criminal liability for knowingly employing a person who is not authorized to work in the United States. When Congress passed IRCA, there was concern that some employers, in seeking to comply with the act, might discriminate against particular people who looked or sounded “foreign.” As a result, IRCA prohibits employers from discriminating against authorized workers on the basis of citizenship or national origin.

Efforts to enforce IRCA violations are referred to as “worksite enforcement.” U.S. Immigration and Customs Enforcement (ICE), an agency of DHS, is currently responsible for worksite enforcement, which was previously overseen by the now-defunct Immigration and Naturalization Service (INS).

The I-9 Form: Verification of Employment Eligibility

IRCA created a specific process to verify the employment eligibility of employees, which involves employers’ completing the Employment Eligibility Verification Form, also known as the I-9 form. The purpose of the form is to ensure that employers hire only people who are authorized to work in the United States. A noncitizen is “unauthorized” if he or she has not been admitted for permanent residence (that is, if he or she does not have a “green card”) or has not been authorized by the federal government to work in the United States. Employers must complete and retain an I-9 form for almost all employees, including U.S. citizens. They are not required to fill out an I-9 form for employees hired before November 7, 1986; employees hired sporadically as domestic workers in private homes; and independent contractors and their employees.

Steps to Be Taken to Comply with I-9 Form Requirements

To comply with the requirements of the I-9 form, employers must take the following steps:

1. Within three days of each employee’s date of employment, employers must verify that employee’s employment eligibility. To do so, an employer must physically examine the
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documents provided by an employee and accept them if they appear to be genuine and to relate to the employee. An employer is not expected to be a document expert, but is expected to make a good-faith effort to evaluate a document’s genuineness.

2. An employee has a right to choose which documents to show to an employer, from a list of acceptable documents set forth on the I-9 form. An employer may not specify which documents an employee should present. Doing so is a violation of IRCA under certain circumstances. Employees must present original documents, except that a birth certificate may be a certified copy.

3. In some cases, employers may be required to reverify an employee’s work authorization—for example, if the work authorization presented has an expiration date.

4. Employers are required to retain completed I-9 forms for the entire period of employment, and for three years after the date of hire or one year after the date of termination, whichever is later. I-9 forms now may be retained electronically, as long as the employer’s systems for record-keeping, attestation of I-9 forms, and retention of I-9 forms comply with DHS standards.

**Employer Violations of IRCA**

A violation of IRCA may result in the imposition of civil or criminal penalties. An employer can violate the compliance provisions of IRCA in four ways: by knowingly hiring or continuing to employ unauthorized workers, by violating paperwork requirements, by knowingly accepting forged or counterfeit documents for verification purposes, or by discriminating against lawful employees.

**Knowingly Hiring or Continuing to Employ Unauthorized Workers**

ICE may impose penalties on an employer if it establishes that the employer has hired or continued to employ a worker knowing that he or she is not authorized to work. The federal regulations implementing IRCA adopt a broad definition of “knowing,” which includes not only actual knowledge of an employee’s unauthorized work status, but also constructive knowledge. “Constructive knowledge” is that “which would lead a person, through the exercise of reasonable care, to know about a certain condition.”

The regulations provide examples of situations in which an employer may, depending on the totality of relevant circumstances, have constructive knowledge of an employee’s unauthorized status. For example, the employer may fail to complete or may improperly complete the I-9 form. Or it may fail to take reasonable steps after receiving information that the employee may not be authorized to work, such as written notice from DHS that it does not have a record of the employee’s immigration status or employment authorization document or that the document is assigned to another person.

Good-faith compliance with the I-9 verification requirements is an affirmative defense to a charge of knowing employment of an unauthorized worker.

Penalties for hiring or continuing to employ unauthorized workers generally include orders to cease and desist from such activity and the following civil penalties:

- **First offense:** $375 to $3,200 for each unauthorized worker
- **Second offense:** $3,200 to $6,500 for each unauthorized worker
- **Third offense or more:** $4,300 to $16,000 for each unauthorized worker

Individuals or entities that knowingly violate these rules regularly and repeatedly may face fines of up to $3,000 per employee and/or six months’ imprisonment.

**Knowingly Accepting Forged or Counterfeit Documents**

Employers found to have engaged in immigration-related document fraud by fraudulently completing an I-9 form or knowingly accepting a forged or counterfeit document for verification purposes may be ordered to cease and desist from the unlawful activity and be assessed a civil penalty. The civil penalties are as follows:

- **First offense:** $375 to $3,200 for each fraudulent document
- **Second offense:** $3,200 to $6,500 for each fraudulent document

A separate federal law makes the use of fraudulent documents or false attestation to satisfy I-9 verification requirements a criminal offense. People who violate this provision are subject to a fine and/or imprisonment for up to five years.

**Discriminating against Lawful Employees**

The antidiscrimination provisions of IRCA protect people from discrimination on the basis of national origin in immigration-related hiring, recruitment, referral, or discharge. The provisions also protect citizens and certain authorized immigrants from discrimination on the basis of citizenship status. The antidiscrimination provisions do not apply to an employer who employs fewer than four people. These provisions are independent of the antidiscrimination provision of Title VII of the Civil Rights Act of 1964.

IRCA also protects those who file charges or assert rights under the act against intimidation or retaliation. Further, it covers intentional discrimination due to “document abuse,” in which an employer, seeking to comply with I-9 requirements, requests more or different documents than required, or refuses to accept documents that are genuine on their face.
If an employer is found to have engaged in unlawful discrimination (also referred to as “unfair immigration-related employment practice” in the statute and the regulations), the employer will be ordered to stop the prohibited practice. The employer also may be ordered to take one or more corrective steps, such as hiring or reinstating people directly injured by the discrimination, with or without back pay; retaining records relating to all job applicants for up to three years; posting notices about employees’ rights and employers’ obligations; and paying civil penalties.

The civil penalty for document abuse is from $110 to $1,100 for each person discriminated against. The civil penalties for other offenses are as follows:

- First offense: $375 to $3,200 for each person discriminated against
- Second offense: $3,200 to $6,500 for each person discriminated against
- Third offense or more: $4,300 to $16,000 for each person discriminated against

Worksite Enforcement

There is consensus that, although well intentioned, IRCA’s work-eligibility verification program and employer sanctions have failed to accomplish the goal of reducing the number of unauthorized immigrants in the United States. The number of unauthorized workers employed in recent years in the United States remains substantial. Under INS, enforcement efforts focused on educating employers regarding their IRCA obligations and seeking their compliance. Worksite violations were enforced primarily through the issuance of administrative fines. INS, however, experienced difficulties in proving employer violations and in setting and collecting fine amounts that meaningfully deterred employers from hiring unauthorized workers. Worksite enforcement often was a low priority for INS.

Worksite enforcement continues to be an important component of ICE’s enforcement efforts. ICE has increased its enforcement efforts in the workplace through expansion and promotion of E-Verify. E-Verify is structured as a voluntary Web-based program operated by DHS in partnership with the Social Security Administration (SSA). It allows participating employers to verify the employment eligibility of new employees electronically. The predecessor program to the current E-Verify, called Basic Pilot, was created in 1996 to improve the efficiency and the accuracy of the I-9 system for verification of employment eligibility. As of the date of this article, E-Verify is scheduled to expire on September 30, 2009.

Employers Required to Use E-Verify

DHS encourages the use of E-Verify, but, by federal law, may not require employers to use it. Nevertheless, some state legislatures, including the North Carolina General Assembly, have mandated its use by certain employers. North Carolina requires all state agencies, departments, institutions, and universities to use E-Verify to check the work authorization for employees hired on or after January 1, 2007, and it requires local education agencies to use it for employees hired on or after March 1, 2007. North Carolina local governments are not required to use E-Verify, although they may voluntarily elect to do so.

In question is whether state and local governments may legally require private employers or government contractors to use the program, or whether such an action would violate federal law. Thus far, federal courts in Arizona, Missouri, Oklahoma, and Pennsylvania have issued conflicting decisions on the legality of such laws.

Effective September 8, 2009, certain federal contractors and subcontractors also will be required to use E-Verify. The federal government has issued a final rule amending the Federal Acquisition Regulations to require entities that contract with the federal government to verify employment eligibility of all new hires and all employees directly performing work on the federal contract.

When state and local governments and institutions of higher education directly enter into a contract with the federal government, they will be required to use E-Verify only for employees assigned to the contract, not for all
new hires. The new rule applies to prime contracts of more than $100,000 and to subcontracts of more than $3,000 for services or for construction. It does not apply to prime contracts lasting fewer than 120 days. It also does not apply to the recipients of federal grants.

On December 23, 2008, the U.S. Chamber of Commerce and other business and human resource groups filed a lawsuit challenging the legality of the new regulation requiring federal government contractors to participate in the E-Verify program.

Although the accuracy of the program has improved substantially, evaluators have concluded that the rate of error is too high for the program to be mandatory. Critics of E-Verify also have expressed concerns about privacy and due process, as well as the system’s cost and ability to handle the increased volume of activity. Some of these groups propose scrapping the system entirely until a new, more workable system can be developed.

**Steps to Be Taken in Using E-Verify**

To participate in E-Verify, an employer must enter into a written agreement, called a “memorandum of understanding” (MOU), with DHS and SSA. The MOU sets up a contractual obligation, whether the employer is voluntarily electing to use the program or is required to use it under North Carolina law. Under the MOU, employers must take the following steps with respect to each employee:

1. The employer must first complete an I-9 form.
2. The employer then must enter the worker’s information from the I-9 form into E-Verify, and it must be checked against information contained in federal databases.
3. If the data and the information being compared do not match, an employer will receive a tentative nonconfirmation notice. In that case, the employer must promptly provide the employee with information on how to challenge the information mismatch. The employee then has eight workdays to contact the appropriate federal agency (either SSA or DHS) to resolve the discrepancy.
4. If the worker contacts SSA or DHS to resolve the tentative nonconfirmation, the employer is prohibited from terminating or otherwise taking adverse action against the worker while awaiting a final resolution from the government agency, even if resolving the matter takes more than ten business days.
5. If the employee does not contest the charge within eight days, the employer is required to discharge the employee.

**No-Match Letters**

To expand workplace enforcement under President Bush, DHS also changed its policy regarding so-called no-match letters. Under DHS’s new rule, these letters may be evidence of knowing employment of unauthorized workers. SSA issues a “no-match letter” when a name or a Social Security Number reported on a W-2 form does not match SSA’s records. SSA processes the information on W-2 forms as an agent of the Internal Revenue Service and uses earnings information to determine a worker’s eligibility for Social Security benefits and the amount to which that worker may be entitled. That is the only purpose for which SSA may use W-2 information. When no match occurs, SSA sends a letter to the employee and the employer asking for corrected information. SSA has sent no-match letters to employees since 1979 and to employers since 1994. The purpose of the letters always has been to identify the person to whom reported earnings belong so that he or she may be credited with earnings for purposes of Social Security benefits.

Before 2007, SSA advised in its no-match letters that the mismatch might be due to a typographical error, a failure of the employee to report a name change, or submission of a blank or incomplete W-2 form. DHS and its predecessor, INS, maintained that a no-match letter did not, standing alone, provide notice to an employer that an employee was working without authorization.

On August 15, 2007, DHS changed its policy and published a final rule providing that a no-match letter may be used as evidence that an employer had constructive knowledge of an employee’s unauthorized status, if the employer fails to take certain actions set forth in the rule. The rule offers a safe harbor to employers who follow its steps in good faith.

**Legal Status of the No-Match Rule**

The DHS no-match rule is not yet in effect. On October 10, 2007, a federal district court in California issued a preliminary injunction blocking its enforcement because of questions about its legality. The court was in part concerned about the wrongful termination of lawful workers as a result of the new rule, because the letters are based on SSA records that include numerous errors.

In response to the injunction, DHS issued a supplemental final rule on October 28, 2008. The supplemental final rule does not substantively change the August 2007 no-match rule, but includes additional information that attempts to address the specific concerns raised by the federal court when it issued the preliminary injunction. On December 5, 2008, the federal court rejected DHS’s request to expedite consideration of the case, observing that the administration of President Barack Obama might want to take another look at the issue.

On July 9, 2009, under President Obama, DHS announced that it was going to rescind the rule. However, the Senate subsequently approved an amendment to the DHS spending bill prohibiting DHS from rescinding the rule. As of the date of this article, the supplemental final rule still is subject to the preliminary injunction issued by the federal district court. SSA has stated that it will not issue any more no-match letters until the litigation is resolved.

**Steps to Be Taken under the No-Match Rule**

DHS has set forth specific steps in its rule and offers employers who follow those steps a safe harbor from ICE’s use of SSA no-match letters in any future enforcement action to show that an employer has knowingly employed unauthorized workers in violation of the federal law. If the rule becomes effective, employers should take the following steps on receipt of a no-match letter:

1. Employers must check their records within thirty days to determine...
whether any discrepancy results from a typographical, transcription, or similar clerical error.

2. If the discrepancy is not due to an error in the employer’s records, then the employer must request the affected employee to confirm the accuracy of his or her employment records and advise the employee to resolve the discrepancy with SSA within ninety days of the employer’s receipt of the letter.

3. If these steps lead to a resolution of the problem, the employer should correct the information with SSA and retain a record of the verification from SSA.

4. If the discrepancy cannot be resolved in ninety days, the employer must complete a new I-9 form for the employee without using the questionable Social Security Number and instead using other acceptable documentation that includes a photograph.

5. If the employer is unable to confirm employment eligibility through these procedures, DHS advises the employer to terminate the employee or risk liability for knowingly continuing to employ an unauthorized worker.

Conclusion

Under President Bush, DHS made enforcement of the immigration laws a priority, including worksite enforcement. It expanded worksite enforcement efforts through worksite raids, criminal prosecution of unauthorized employees and noncompliant employers, and deportation of unauthorized workers in larger numbers. To increase the efficiency of the administration of the federal law, DHS also expanded the use of E-Verify and changed its policy on the use of no-match letters as evidence of knowing employment of unauthorized workers.

Under President Obama, the status of the nation’s current immigration laws and enforcement strategies may change. President Obama is a proponent of comprehensive immigration reform and has called for measures to both secure U.S. borders and legalize the status of unauthorized immigrants. Specifically, he supports a system that would allow unauthorized immigrants who are in good standing to pay a fine, learn English, and go to the back of the line for the opportunity to become U.S. citizens. Regarding worksite enforcement, President Obama has questioned the effectiveness of immigration raids that have resulted in deportations and broken families, but, in many cases, have left employers unharmed. He has called for more efforts to punish employers who exploit immigrant labor, and the creation of a system to verify the eligibility of workers accurately. President Obama has spoken of the need for a reliable way to check workers’ legal status. He appears to support E-Verify, for he has sought additional money for its expansion.

DHS Secretary Janet Napolitano has ordered a review of E-Verify to address concerns that the system is vulnerable to identity fraud and falsely rejects many U.S. citizens and legal residents.

Many experts predict that the Obama administration will significantly curtail high-profile workplace raids, in which large numbers of unauthorized immigrant workers are arrested and deported. DHS Secretary Napolitano delayed a series of proposed immigration raids and other enforcement actions at U.S. workplaces in March, asking agents in her department to apply more scrutiny to the selection and the investigation of targets, as well as the timing of raids. Worksite raids, however, probably will not end altogether. According to DHS officials, the focus more likely will shift to holding employers more accountable through criminal prosecutions and other sanctions. In particular, the Obama administration will likely devote more resources to protecting wage and safety standards. This change of focus also may have the effect of leveling the playing field and weeding out unauthorized workers.
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